# Formulier Melding Datalekken (Wet bescherming persoonsgegevens)

|  |  |
| --- | --- |
| Aan: | [datalekken@feenstra.com](mailto:datalekken@feenstra.com) |
| Van: |  |
| Datum: | d MMMM jjjj |
| Betreft: | Formulier melding Datalekken |
| Referentie: | WBP/melding datalekken |

|  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 1) | Naam van het bedrijf | : |  | | | | | | | |
|  | Adres | : |  | | | | | | | |
|  | Postcode | : |  | | | | | | | |
|  | Plaats | : |  | | | | | | | |
| 2) | Contactpersoon bedrijf, met wie Feenstra contact kan opnemen voor meer informatie | | | | |  | |  | | |
|  | Naam | : |  | | | | | | | |
|  | Functie | : |  | | | | | | | |
|  | Telefoon | : |  | | | | | | | |
|  | E-mailadres | : |  | | | | | | | |
| 3) | Geef een beschrijving van het incident, waarbij de inbreuk op de beveiliging van persoonsgegevens zich heeft voorgedaan | | | | |  | |  | | |
|  |  | | | | |  | |  | | |
| 4) | Wanneer vond de inbreuk plaats? | : | (datum en tijdstip) | | | | | | | |
| 5) | Wat is de aard van de inbreuk? (meerdere antwoorden mogelijk) | | | | |  | |  | | |
|  | Lezen (vertrouwelijkheid) | | | | | □ | |  | | |
|  | Kopiëren | | | | | □ | |  | | |
|  | Veranderen (integriteit) | | | | | □ | |  | | |
|  | Verwijderen of vernietigen (beschikbaarheid) | | | | | □ | |  | | |
|  | Diefstal | | | | | □ | |  | | |
|  | Nog niet bekend | | | | | □ | |  | | |
| 6) | Omschrijf de groep mensen van wie persoonsgegevens zijn betrokken bij de inbreuk | | | | |  | |  | | |
|  |  | | | | |  | |  | | |
| 7) | Van hoeveel personen zijn persoonsgegevens betrokken bij de inbreuk | | | | |  | |  | | |
|  | Minimaal | : |  | | | | | | | |
|  | Maximaal | : |  | | | | | | | |
| 8) | Om welke typen persoonsgegevens gaat het? U kunt meerdere mogelijkheden aankruisen) | | | | | |  | |  | |
|  | a) Naam-, adres- en woonplaatsgegevens | | |  | □ | | | | | |
|  | b) Telefoonnummers | | |  | □ | | | | | |
|  | c) E-mailadressen of andere adressen voor elektronische communicatie | | |  | □ | | | | | |
|  | d) Toegangs- of identificatiegegevens (bijvoorbeeld inlognaam/wachtwoord of klantnummer) | | |  | □ | | | | | |
|  | e) Financiële gegevens (bijvoorbeeld rekeningnummer, creditcardnummer) | | |  | □ | | | | | |
|  | f) Burgerservicenummer (BSN) of sofinummer | | |  | □ | | | | | |
|  | g) Paspoortkopieën of kopieën van andere legitimatiebewijzen | | |  | □ | | | | | |
|  | h) Geslacht, geboortedatum en/of leeftijd | | |  | □ | | | | | |
|  | i) Bijzondere gegevens (zoals medische gegevens etc.) | | |  | □ | | | | | |
|  | j) Overige gegevens, namelijk (vul aan) | | |  | □ | | | | | |
| 9) | Zijn de persoonsgegevens versleuteld, gehasht\* of op een andere manier onbegrijpelijk of ontoegankelijk gemaakt voor onbevoegden? *\*) Gehashte data is niet te herleiden tot de oorspronkelijke data: er wordt namelijk gebruik gemaakt van een*  *onomkeerbaar algoritme.* | | |  | Ja/Nee | | | | | |
| 10) | Als de persoonsgegevens geheel of deels onbegrijpelijk of ontoegankelijk zijn gemaakt, op welke  manier is dit dan gebeurd? | | | | | | |  | |  |
|  |  | | | | | | |  | |  |
| 11) | Welke technische en/of organisatorische maatregelen heeft uw bedrijf getroffen om de inbreuk aan te  pakken en om verdere inbreuken te voorkomen? | | | | | | |  | |  |
|  |  | | | | | | |  | |  |
| 12) | Is naar uw mening deze melding compleet of volgt nog aanvullende informatie over de inbreuk? | | | | | | |  | |  |
|  | Ja/nee, | | | | | | |  | |  |